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ABSTRACT 

Data sharing is an important functionality in cloud storage. This document shows how to securely, efficiently, 

flexibly share information with others in cloud storage.  Hence we describe new public key cryptosystem that 

produce constant-size cipher texts specified efficient delegation of decoding rights for any set of cipher texts are 

possible. The novelty is that one will mixture any set of secret keys and build them as compact as one key, however 

encompassing the ability of all the keys being aggregated. In other words the secret key holder can release a 

constant-size aggregate key for flexible decisions of encrypted files remain stay confidential. This compact 

aggregate key can be conveniently sent to others or keep during a smart card with very limited storage. 
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I. INTRODUCTION 

              Cloud storage is gaining quality recently. In 

enterprise settings we have a tendency to see the 

increase in demand for information outsourcing that 

assists with in the strategic management of company 

information. It’s additionally used as a core 

technology behind online services for private 

applications. Nowadays, it's simple to use for 

complimentary accounts for email, ikon album, file 

sharing and/or remote access, with storage size quite 

twenty five GB (or a couple of greenbacks for quite 

one TB). At the side of the present wireless 

technology, users will access the majority of their 

files and emails by a itinerant in any corner of the 

planet. 

Considering data privacy, a traditional way to ensure 

it is to rely on the server to enforce the access control 

after authentication which means any unexpected 

privilege escalation will expose all data. In a shared-

tenancy cloud computing environment, things 

become even worse. Data from different clients can 

be hosted on separate virtual machines (VMs) but 

reside on a single physical machine.   

 

 

Data in a target VM could be stolen by instantiating 

another VM coresident with the target one Regarding 

avail-ability of files, there are a series of 

cryptographic schemes which go as far as allowing a 

third-party auditor to check the availability of files on 

behalf of the data owner without leaking anything 

about the data or without compromising the data 

owners anonymity. Likewise, cloud users probably 

will not hold the strong belief that the cloud server is 

doing a good job in terms of confidentiality. A 

crypto-graphic solution, for example, with proven 

security relied on number-theoretic assumptions is 

more desirable, whenever the user is not perfectly 

happy with trusting the security of the VM or the 

honesty of the technical staff. These users are 

motivated to encrypt their data with their own keys 

before uploading them to the server. 

             Data sharing is a very important practicality 

in cloud storage. as an example, bloggers will let 

their friends read a subset of their non-public 

pictures; associate degree enterprise might grant her 

workers access to some of sensitive knowledge. The 

difficult drawback is the way to effectively share 

encrypted knowledge. After all users will transfer the 

encrypted knowledge from the storage, decode them, 
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then send them to others for sharing, however it loses 

the worth of cloud storage. Users ought to be ready to 

delegate the access rights of the sharing knowledge to 

others so they will access these knowledge from the 

server directly. However, finding associate degree 

economical and secure thanks to share partial 

knowledge in cloud storage isn't trivial. Below we'll 

take Dropbox1 as associate degree example for 

illustration. 

                Assume that Alice puts all her personal 

photos on Dropbox, and she or he doesn't wish to 

show her photos to everyone. as a result of varied 

knowledge escape chance Alice cannot feel alleviated 

by simply counting on the privacy protection 

mechanisms provided by Dropbox, thus she encrypts 

all the photos mistreatment her own keys before 

uploading. One day, Alice’s friend, Bob, asks her to 

share the photos confiscate of these years that Bob 

appeared in. Alice will then use the share perform of 

Dropbox, however the matter now could be a way to 

delegate the decoding rights for these photos to Bob. 

A doable choice Alice will opt for is to firmly send 

Bob the secret keys concerned. Naturally, there are a 

unit 2 extreme ways that for her below the normal 

encoding paradigm: 

 Alice encrypts all files with one 

coding key and provides Bob the 

corresponding secret key directly. 

 Alice encrypts files with distinct keys 

and sends Bob the corresponding 

secret keys. 

         Obviously, the primary methodology is 

insufficient since all unchosen knowledge conjointly 

be also leaked to Bob. For the second methodology, 

there square measure sensible considerations on 

potency. The quantity of such keys is as several 

because the number of the shared photos, say, a 

thousand. Transferring these secret keys inherently 

needs a secure channel, and storing these keys needs 

rather high-ticket secure storage. the prices and 

complexities concerned typically increase with the 

quantity of the decipherment keys to be shared. In 

short, it's terribly serious and dear to try to do that. 

          Encryption keys conjointly escort 2 flavors—

symmetric key or public key. Mistreatment regular 

coding, once Alice desires the info to be originated 

from a 3rd party, she should provide the encrypt or 

her secret key; clearly, this is often not continually 

fascinating. In contrast, the coding key and 

decipherment key are completely different in public 

key coding. The employment of public-key coding 

offers additional flexibility for our applications. For 

instance, in enterprise settings, each worker will 

transfer encrypted information on the cloud storage 

server while not the data of the company’s master-

secret key. 

           Therefore, the simplest resolution for the on 

top of downside is that Alice encrypts files with 

distinct public-keys, however solely sends Bob one 

(constant-size) coding key. Since the coding key 

ought to be sent via a secure channel and unbroken 

secret, tiny key size is often fascinating. for instance, 

we have a tendency to cannot expect massive storage 

for coding keys within the resource-constraint 

devices like good phones, good cards, or wireless 

detector nodes. Especially, these secret keys square 

measure typically keep within the tamper-proof 

memory that is comparatively high-ticket. the current 

analysis efforts principally target minimizing the 

communication needs (such as information measure, 

rounds of communication) like mixture signature. 

However, not abundant has been done regarding the 

key itself 

II. OUR CONTRIBUTIONS 

                In fashionable cryptography, a basic 

drawback we frequently study is concerning leverage 

the secrecy of atiny low piece of knowledge into the 

power to perform cryptologic functions (e.g., 

encryption, authentication) multiple times. In this 

paper, we tend to study the way to create a 

cryptography key a lot of powerful within the sense 

that it permits cryptography of multiple cipher texts, 

while not increasing its size. 

              We solve this downside by introducing a 

special style of public-key secret writing that we have 

a tendency to decision key-aggregate cryptosystem 

(KAC). In KAC, users encode a message not only 

below a public-key, however additionally below 

symbol of 
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Fig.  1. Alice shares files with identifiers 2, 3, 6, and 

8 with Bob by sending him a single  aggregate key. 

          

          Cipher text referred to as category. Which means 

the cipher texts area unit further categorized into 

completely different categories. The key owner holds 

a master-secret referred to as master-secret key, 

which may be used to extract secret keys for various 

categories. More importantly, the extracted key have 

is Associate in nursing mixture key which is as 

compact as a secret key for one category, but 

aggregates the ability of the many such keys, i.e., the 

decipherment power for any set of cipher text 

categories. 

              With our resolution, Alice will merely send Bob 

one aggregate key via a secure e-mail. Bob will 

transfer the encrypted photos from Alice’s Dropbox 

area and souse this mixture key to decipher these 

encrypted photos. The situation is pictured in Fig.1 

             The sizes of cipher text, public-key, master-secret 

key, and combination key in our KAC schemes ar all 

of constant size. the general public system parameter 

has size linear within the number of cipher text 

categories, however solely a tiny low a part of it's 

needed every time and it may be fetched on demand 

from large (but no confidential) cloud storage. 

              Previous results could accomplish an identical 

property that includes a constant-size cryptography 

key, however the categories ought to conform to 

some predefined hierarchical relationship. Our work 

is versatile within the sense that this constraint is 

eliminated, that is, no special relation is needed 

between the categories. The detail and different 

connected works is found in Section 3. 

             We propose many concrete KAC 

schemes with totally different security levels and 

extensions during this paper. All constructions 

can be proved secure within the customary 

model. To the best of our information, our 

aggregation mechanism2 in KAC has not been 

investigated. 

III. KEY-AGGREGATE 

ENCRYPTION 

                  We first offer the framework and 

definition for key-aggregate encryption. Then we 

tend to describe a way to use KAC in a state of 

affairs of its application in cloud storage. 

A. Framework 

                A key-aggregate encryption scheme 

consists of five polynomial-time algorithms as 

follows. 

                 

 The data owner establishes the general public system 

parameter via Setup and generates a public/master-

secret3 key try via KeyGen. Messages is encrypted 

via code by anyone World Health Organization 

additionally decides what ciphertext category is 

associated with the plaintext message to be 

encrypted. The data owner will use the master-secret 

to come up with Associate in Nursing aggregate 

coding key for a group of ciphertext categories via 

Extract. The generated keys is passed to delegates 

securely (via secure e-mails or secure devices) 

Finally, any user with Associate in Nursing 

combination key will decode any ciphertext provided 

that the ciphertext’s category is contained within the 

aggregate key via decode 

  

 Setup (1λ; n): dead by the info owner 

to setup associate degree account on 

associate degree untrusted server. On 

input a security level parameter 1λ and 

therefore the range of ciphertext 

classes n (i.e., category index ought to 

be associate degree number bounded 

by one and n), it outputs the general 

public system parameter pram, that is 

omitted from the input of the opposite 

algorithms for brevity. 

http://www.ijcstjournal.org/


International Journal of Computer Science Trends and Technology (IJCST) – Volume 3 Issue 3, May-June 2015 

ISSN: 2347-8578                          www.ijcstjournal.org                                                   Page 289 

 KeyGen: dead by the information 

owner to every which way generate a 

public/master-secret key combine (pk 

msk). 

 Encrypt (pk, i, m) dead by anyone UN 

agency needs to encrypt information. 

On input a public-key pk, an index I 

denoting the ciphertext category, and a 

message m, it outputs a ciphertext C. 

 Extract (msk, S) dead by the info 

owner for delegating the decrypting 

power for a precise set of ciphertext 

categories to a delegate. On input the 

master-secret key msk and a group S 

of indices corresponding to totally 

different categories, it outputs the 

aggregate key for set S denoted by 

KS. 

 Decrypt (KS; S; i; C) dead by a 

delegate UN agency received 

Associate in nursing combination key 

Sunflower State generated by Extract. 

On input Sunflower State, the set S, 

Associate in Nursing index i denoting 

the ciphertext category the ciphertext 

C belongs to, and C, it outputs the 

decrypted result m if iєS. 

 

           

 
Fig.2. Using KAC for data sharing in 

cloud 

A. Sharing encrypted data 

                   A canonical application of KAC is 

information sharing. The key aggregation property is 

particularly helpful once we expect the delegation to 

be economical and versatile. The schemes enable a 

content supplier to share her information in a very 

confidential and selective means, with a hard and fast 

and little ciphertext expansion, by distributing to every 

approved user one and small combination key. 

                    Here, we tend to describe the most plan 

of knowledge sharing in cloud storage victimization 

KAC, illustrated in Fig. 2. Suppose Alice wants to 

share her knowledge m1;m2; on the server. She first 

performs Setup (1; n) to urge param and execute 

KeyGen to get the public/master-secret key try (pk; 

msk). The system parameter param and public-key pk 

will be created public and master-secret key msk 

ought to be unbroken secret by Alice. Anyone 

(including Alice herself) will then cipher each mi by 

Ci = Encrypt (pk, i ,mi) The encrypted knowledge 

square measure uploaded to the server. 

 With param and pk, those who collaborate 

with Alice can update Alice’s information on the 

server. Once Alice is willing to share a group S of her 

information with an admirer Bob, she can compute 

the mixture key Sunflower State for Bob by activity 

Extract (msk,S). Since Sunflower State is simply a 

constant-size key, it is easy to be sent to Bob via a 

secure e-mail. 

             After getting the combination key, Bob will 

transfer the data he's licensed to access. That is, for 

every i two S, Bob downloads Ci (and some required 

values in param) from the server. With the 

combination key American state, Bob will rewrite 

every Ci by Decrypt (KS; S; i; Ci) for every i є S. 

IV. RELATED WORK 

            This section we compare our basic KAC 

scheme with other possible solutions on sharing in 

secure cloud storage. We summarize our comparisons 

in Table 1 

A. Cryptographic keys for a predefined 

hierarchy    

 

We begin by discussing the foremost relevant 

study within the literature of cryptography/security. 

cryptographical key assignment schemes  aim to 

minimize the expense in storing and managing secret 

keys for general cryptographical use. 
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              TABLE 1 

    Comparisons between Our Basic KAC Scheme 

and Other Related Schemes 

 Decryption 

key size 

Ciphertext 

size 

Encryption 

type 

Key 

assignment 

schemes 

for a 

predefined 

hierarchy 

Most likely 

non-

constant 

constant Symmetric 

or public 

key 

Symmetric 

key 

encryption 

with 

compact 

key 

constant constant Symmetric 

key 

IBE with 

compact 

key 

constant Non-

constant 

Public key 

Attribute 

based 

encryption 

Non 

constant 

constant Public key 

KAC constant constant Public key 

 

Utilizing a tree structure, a key for a given 

branch may be wont to derive the keys of its 

descendant nodes (but not the opposite method round). 

Just granting the parent key implicitly grants all the 

keys of its descendant nodes. Sandhu planned a way to 

generate a tree hierarchy of symmetric-keys by 

mistreatment repeated evaluations of pseudorandom 

function/blockcipher on a set secret. The construct 

may be generalized from a tree to a graph. a lot of 

advanced cryptanalytic key assignment schemes 

support access policy that may be shapely by an 

acyclic graph or a cyclic graph. 

We take the tree structure as associate 

example. Alice will 1st classify the ciphertext 

categories in line with their subjects like Fig. 3. every 

node within the tree represents a secret key, while the 

leaf nodes represents the keys for individual ciphertext 

classes. stuffed circles represent the keys for the 

categories to be delegated and circles circumvented by 

dotted lines represent the keys to be granted. Note that 

each key of the nonleaf node will derive the keys of its 

descendant nodes. 

In Fig. 3a, if Alice wants to share all the files 

in the “personal” category, she only needs to grant the 

key for the node “personal,” which automatically 

grants the delegate the keys of all the descendant 

nodes (“photo,” “music”). This is the ideal case, where 

most classes to be shared belong to the same branch 

and thus a parent key of them is sufficient. 

                However, it is still difficult for general 

cases. As shown in Fig. 3b, if Alice shares her demo 

music at work (“work” “casual” “demo” and 

“work” “confidential “demo”) with a colleague 

who also has the rights to see some of her personal 

data, what she can do is to give more keys, which 

leads to an increase in the total key size. 

 
       Fig. 3. Compact key is not always possible for a 

fixed hierarchy. 

 

             In general, hierarchal approaches will solve 

the problem part if one intends to share all files 

below a certain branch within the hierarchy. On 

average, the amount of keys will increase with the 

amount of branches. 

 

B. Compact key in symmetric-key encryption: 

           Motivated by a similar drawback of supporting 

versatile hierarchy in coding power delegation (but in 

symmetric- key setting), Benaloh et al. bestowed 

associate degree coding scheme that is originally 

projected for in short transmitting sizable amount of 

keys in broadcast state of affairs. The development is 

straight forward and that we concisely review its key 

derivation method here for a concrete description of 
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what ar the fascinating properties we would like to 

realize. The derivation of the key for a collection of 

categories 

 

C. Compact key in identity-based encryption 

(ibe): 

                 IBE is a kind of public-key coding in 

which the public-key of a user may be set as 

associate degree identitystring of the user (e.g., 

associate degree email address). there's a trusty party 

known as personal key generator in IBE that holds a 

master-secret key and problems a secret key to every 

user with respect to the user identity. The encryptor 

will take the public parameter and a user identity to 

inscribe a message. The recipient will decode this 

ciphertext by his secret key. 

D. Other encryption schemes: 

                 Attribute-based cryptography (ABE) 

permits every ciphertext to be related to associate in 

nursing attribute, and the master-secret key holder 

will extract a secret key for a policy of those 

attributes in order that a ciphertext may be decrypted 

by this key if its associated attribute conforms to the 

policy. For instance, with the key for the policy one 

will decipher ciphertext labeled with category 2, 3, 6, 

or 8. However, the main concern in ABE is collusion 

resistance but not the compactness of secret keys. 

Indeed, the size of the key typically will increase 

linearly with the amount of attributes it encompasses, 

or the ciphertext-size isn't constant. 

                                  To delegate the decipherment 

power of some cipher texts without causation the key 

key to the delegate, a useful primitive is proxy re-

encryption (PRE). A PRE theme permits Alice to 

delegate to the server (proxy) the power to convert 

the cipher texts encrypted under her public-key into 

ones for Bob. PRE is renowned to have varied 

applications together with cryptologic file system 

[30]. still, Alice has got to trust the proxy that it only 

converts cipher texts in keeping with her instruction, 

which is what we would like to avoid at the primary 

place. Even worse, if the proxy colludes with Bob, 

some type of Alice’s secret key may be recovered 

which may rewrite Alice’s (convertible) ciphertexts 

while not Bob’s more facilitate. 

V. PERFORMANCE  

              For encoding, the worth ^e(g1; gn) may be 

precomputed and put within the system parameter. 

On the opposite hand, we can see that coding solely 

takes two  pairings whereas just one of them involves 

the mixture key. Meaning we tend to solely want one 

pairing computation among the safety chip storing 

the (secret) mixture key. it's quick to cipher a pairing 

nowadays, even in resource-constrained devices. 

Efficient software implementations exist even for 

detector nodes 

 

Fig .4. Key assignment in our approach. 

E. Public-key extension: 

                    If a user needs to classify his ciphertexts 

into more than n classes, he can register for 

additional key pairs (pk2; msk2); . . . ; (pkl; mskl). 

Since the new public-key are often basically treated 

as a new user, one could have the priority that key 

aggregation across 2 freelance users isn't doable. It 

looks that we face the matter of hierarchic answer as 

reviewed in Section 1, but indeed, we have a 

tendency to still accomplish shorter key size and gain 

flexibility as illustrated in Fig. 4. 

 

VI. PERFORMANCE ANALYSIS 

 

A. Compression factors 

            For a concrete comparison, we tend to 

investigate the house requirements of the tree-based 

key assignment approach we represented in Section 

3.1. This is often employed in the whole subtree 

theme that could be a representative answer to the 

broadcast cryptography downside following the well-

known subset-cover framework. It employs a static 

logical key hierarchy, that is materialized with a full 

binary key tree of height h (equals to three in Fig. 3), 
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and so will support up to 2h ciphertext categories, a 

specific a part of that is meant for an authorized 

delegate. 

           In a perfect case as pictured in Fig. 3a, the 

delegate will be granted the access to 2hs categories 

with the possession of only one key, wherever hs is 

that the height of an explicit subtree (e.g., hs ¼ a pair 

of in Fig. 3a). On the opposite hand, to decrypt 

ciphertexts of a collection of categories, typically the 

delegate might have to hold an oversized variety of 

keys, as pictured in Fig. 3b. 

 
 

               Fig. 5. (a) Compression achieved by the 

tree-based approach for delegating different ratio of 

the classes. (b) Number of granted keys (na) required 

for different approaches in the case of 65,536 classes 

of data. 

B. Performance of our proposed schemes: 

              Our approaches permit the compression 

issue F (F =n in our schemes) to be a tunable 

parameter, at the price of O(n) sized system 

parameter. secret writing is tired constant time, 

whereas coding is tired O(׀S׀) group multiplications 

(or purpose addition on elliptic curves) with 2 pairing 

operations, wherever S is that the set of ciphertext 

categories decryptable by the granted mixture key 

and ׀S׀≤ n. As expected, key extraction needs O(׀S׀) 

group multiplications still, that looks inevitable. 

However, as incontestable  by the experiment results, 

we do not have to be compelled to set a really high n 

to own higher compression than the tree-based 

approach. Note that cluster multiplication is a in no 

time operation. 

 

VII. CONCLUSION AND FUTURE 

WORK 

     

            How to shield users’ knowledge privacy may 

be a central question of cloud storage. With a lot of 

mathematical tools, crypto logical schemes have 

gotten a lot of versatile and sometimes involve 

multiple 

Keys for one application. During this paper, we have 

a tendency to take into account how to “compress” 

secret keys in public-key cryptosystems which 

support delegation of secret keys for various 

ciphertext categories in cloud storage. Not with 

standing that one among the ability set of categories, 

the delegate will forever get an combination key of 

constant size. Our approach is a lot of flexible than 

hierarchal key assignment which might solely save 

areas if all key-holders share an analogous set of 

privileges. 

              A limitation in our work is that the 

predefined certain of the number of most ciphertext 

categories. In cloud storage, the number of 

ciphertexts sometimes grows speedily. So we have to 

reserve enough ciphertext categories for the longer 

term extension. Otherwise, we'd like to expand the 

public-key as we delineate 
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