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ABSTRACT 
As we know internet is the backbone for information sharing and retrieval. Large amount of information is being shared. 

It is necessary to protect this information from unauthorised access. In this the secret colour image of any format in 

which secret audio is hidden is divided into multiple slices. And individual slice does not give any idea about the original 

secret image. The secret image is visible after merging the slices. These slices can be sent over the internet to the desired 

receiver. The receiver can get the secret image and can extract secret audio file from that image. In this proposed method 

the secret image and secret audio file is encrypted in order to avoid the hacker’s intervention and transmitted securely. 
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I.    INTRODUCTION 

           The digital information such as documents, 

images and audio file can be transmitted over the internet. 

During the transmission this information may be accessed 

by the unauthorised users. For the secure transmission of 

such digital data various mechanisms are developed up to 

now.For transmission of such type of data, there are two 

different technologies. In first technology the information 

is protected by changing the information using some 

mathematical function which act as the key this process is 

known as encryption. In second technology secret data is 

hidden in other information this process is known as 

cryptography. 

Our aim is to develop a mechanism which will 

encompasses the encryption as well as embedding secret 

data. The image slicer will divide the secret image which 

contains the secret audio file into slices which does not 

reveal the secret image and message. If the images are 

printed on transparent pages and it that copies are 

superimposed we get the secret image without the help of 

the computer. If we create few slices we could get only 

outline of the secret image. If we increase the no of slices 

and stacked together the original secret image will be more 

visible. The generated slices are random looking images 

which creates the interest of the hackers. With the image 

encryption the secret audio file is embedded and it is 

transmitted through this image. 

In the following section II the background overview on 

image slicing is discussed. In section III drawback of the 

current system, section IV discussed proposed system and 

conclusion  is discussed in section V and references used 

are listed at the end of this paper.  

  II.  LITERATURE SURVEY 

 Up to now various techniques are developed in 

order to create the slices of an image. The 

experiments were performed on black and white 

image in which the secret image is partitioned 

into n slices and and only one slice is transmitted 

to receiver if k or more slices are merged together 

the secret images is visible without the help of the 

computer. If the number of slices is  less than k 

then the secret image is not visible. But due to the 

expansion of pixels caused the storage space was 

wasted.[1] . 

 The (2, 2) VC scheme divides the secret image 

into two slices and getting secret image from a 

slice is impossible. Each slice is printed in 

transparencies. Fig 1 gives the idea  about how 

slices are merged and depending on the white and 

black pixel the resultant slice is appeared.  

 
Fig.1 

 Then experiments were performed with taking 

into consideration the probability [2] with 

conventional image slicing.   

 Then slices with different sizes were created of 

binary images [3-4]. 

 In paper [5] the two images were encrypted at the 

same time in which pixel expansion technique is 

not used which reduced the storage space. 

 Later the slices were created in which the contrast 

of the grey image is reduced [6] . 

 Then multi-resolution techniques is used in which 

pixels are divided into 3×3 blocks [7] of which 

eight pixels gives idea about grey value and one 

pixel gives idea about halftone value. 
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 Research carried out by dividing image into more 

slices [8]. Black pixel of the secret image is 

expanded by dividing into four blocks and white 

pixel is converted into two white and two black 

blocks. As the selection of the blocks the slice is 

random in nature it is not guaranteed that black 

pixel of the secret image stacked onto all black 

blocks and white pixels onto two white and two 

black blocks after stacking all the slices. 

Therefore the image quality may be poor. 

 Then enhancement is done [9] in which the two 

matrices are created which gives idea of the 

sharing of the pixel. In first matrix all the 

elements of first row will be one and remaining 

elements will be zero. And in second matrix all 

the diagonal elements will be one and remaining 

will be zero. Because of this when the pixels are 

shared the index of the black pixel on every slice 

will be same and it will appear on the same index 

and probability of the white pixel will be 0.5 if 

there are two images which results into good 

quality of the image as the black and white 

contrast gets sharpen. 

 Then an experiment carried out in which the 

number of slices are increased to get the image 

clearer [10]. 
 

III.    DRAWBACK OF CURRENT SYSTEM 

 As the pixel expansion is used the slice size 

becomes larger compare to secret image which 

require large space to store and recovered image 

may be of poor quality .The slices generated are 

of fixed numbers. 

 All the methods are applicable to black and white 

images. 

 The research on hiding one multimedia data in 

other multimedia is done such as hiding text 

message into image, hiding one image in another 

image without changing the property of an image. 

This process is known as image steganography. 

Up to now many researches has been done in 

which audio file was carrier for any other file 

such as message, image and audio file .No 

research is done on hiding the audio file in image. 

 

IV.          PROPOSED SYSTEM   

   To overcome the drawbacks of the various methods 

which are applied up to now we propose a new innovative 

method. In proposed system we develop the encoder and 

decoder. The encoder takes the original secret image and 

secret audio file with number of slices to be made as input. 

The encoder will embed the audio file in image and divide 

the image into number of slices as per the need.  Up to 

now the number of slices created was fixed. In this 

proposed system we can provide the facility to create the 

slices in dynamic nature. According to the input we can 

calculate the statistics. As per the block size the image is 

divided into rows and columns. 

Then we can create the blank images according to the 

number of slices in which pixels value will be zero. We 

can calculate the index position of the blocks and maintain 

in an array. As the slices should be random images the 

random block is being taken and it is put on the slice on 

the same position. At the same time counter needs to be 

maintained in order move on to the other slice. Thus pixels 

are put on the slices randomly. The created slices can be 

stored and transmitted via distinct route. 

A. Algorithm for Encoder 

1. Input: Secret image with secret audio file, block  

size, number of slice 

2. Output:  slices of secret image. Key file 

3. Accept secret image 

4. Accept the secret audio file. 

5. Substitute the bit of the audio file into least 

significant bit of the image. 

6. Accept block size and get total slice. 

7. Calculate all statistics like, 

8. Cols = width / block  size 

9. Rows = height / block  size 

10. Total blocks = rows * cols  

11. Blocks  per slice = total patches / slices 

12. Generate blank slice images and store in slide 

array 
13. Generate XY coordinates of all patches and store 

in BlockXY array 

14. Generates blockID array for shuffling 

15. Shuffle the array 

16. For(i=0; i<=total blocks; i++) 

a. Fetch the coordinate of x,y of current 

block 

b. Copy all the pixels of current block to 

the selected slice 

17. Increment slices and goes to step 8.  

18. Save slice. 

19. Store all the information about the pixel positions 

in key file. 

B. Algorithm for Decoder 

Input:  key file 

Output: final images same as secret image and secret audio 

file 

1. Open key file. 
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2. Read all the positions of the pixels. 

3. For (i=o; i<total slices; i++ ) 

3.1.  Perform XOR operation of all the pixel of 

current slice and stacked slice 

4. Extract the audio file by reverse process of 

substitution of bits. 

5. Get the secret image 

6. Get the secret audio file. 

7. Save image 

 

C. Modules 

There are two models in proposed system 
encoder and decoder. 

Encoder : This Encoder take the input as a secret image 

and audio file .The number of pixels of the audio file 

should be less than the number of bits of image file. The 

encoder first embeds the audio file and then divides that 

image into n slices as shown in figure 1.The slices are 

created by randomly putting the pixels of the secret image 

onto the blank images.  

 

 
 

Fig.2 

 

Decoder: The decoder takes the key file generated by 

encoder as input. It reads the key file and generates the 

secret image file by putting all the pixels and extracts the 

secret audio file from image. 

 

 
Fig.3 

V.CONCLUSIONS 

   The proposed method is a two-in-one method that not 

only shares an input image, but also hides an extra audio 

file that is more confidential. Because slices are 

transmitted using different channels or stored in different 

places, the chance that slices are intercepted is very low. 

However, unauthorized person who might intercept or 

access slices cannot get the secret image and finally audio 

file without key .The original secret image can be visually 

obtained only when all the slices are available and  well 

stacked together.  
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