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I. INTRODUCTION 

In this system, User will set his/her own image and 

can set the cued click points. So whenever user is doing 

online shopping ,or using recommendation system, at 

that time they will be asked for graphical password cued 

points which were previously settled by users. The image 

cued points can be verified with database, and if the 

points are correct the transaction will be successful or it 

will fail. 

 

The issues of learning based verification, ordinarily 

message based passwords, are notable. Clients regularly 

make significant passwords that are simple for assailants 

to figure, yet solid framework doled out passwords are 

troublesome for clients to recollect. 

 

A secret word confirmation framework ought to 

energize solid passwords while looking after 

memorability. We suggest that confirmation plans permit 

client decision while impacting clients towards more 

grounded passwords. In our framework, the assignment 

of selecting frail passwords (which are simple for 

aggressors to anticipate) is more 

monotonous,demoralizing clients from making such 

decisions. As a result, this methodology makes picking a 

more secure secret word the easy way out. As opposed to 

expanding the weight on clients, it is less demanding to 

take after the framework's proposals for a protected 

secret key — a component ailing in many plans. 

 

We connected this way to deal with make the 

main influential click-based graphical secret key 

framework, Persuasive Cued Click-Points (PCCP) and 

directed client examines assessing convenience and 

security. This precise examination gives a complete and 

coordinated assessment of PCCP covering both 

convenience and security issues, to advance 

understanding as is reasonable before pragmatic 

organization of new security systems. Through eight 

client ponders we thought about PCCP to content 

passwords and two related graphical secret word 

frameworks. Comes about demonstrate that PCCP is 

viable at decreasing hotspots (territories of the picture 

where clients will probably choose click-focuses) and 

maintaining a strategic distance from designs framed by 
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snap focuses inside a secret word, while as yet looking 

after ease of use. 

This is the highly secured system to protect the 

confidential data. 

 

II. RELATED WORK 
A coordinated assessment of the Persuasive Cued 

Click-Points graphical secret word plan, including ease 

of use and security assessments, and usage 

contemplations. A vital convenience objective for 

information based verification frameworks is to bolster 

clients in selecting passwords of higher security, in the 

feeling of being from an extended compelling security 

space.  

 

Utilize influence to impact client decision in snap 

based graphical passwords, urging clients to choose more 

arbitrary, and henceforth more hard to figure, click-

focuses. Influence is utilized for clients to choose more 

irregular or more hard to figure the passwords utilizing 

picture and signaled click focuses on them. Secured 

secret key confirmation system. If any unapproved client 

is attempting to break the framework more than the 

occasions given to clients (number of times setting 

signaled focuses on picture), then the framework will 

consequently hinder for at some point which may bring 

about an issue to approved client, for specific day and 

age.[1] 

 

PC frameworks are extremely key for human day by day 

life for its capacity to store and recover information in a 

more important manner. In this way, the information put 

away in PC framework contains an exceptionally basic 

and vital data and in this way, there's a basic needs to put 

more exertion in treatment of such information. Taking 

into account the customary strategy, the most well 

known verification route for PC security is utilizing 

alphanumeric password. The idea was initially presented 

by blonder. In his depiction of the idea, the client would 

need to tap on various purposes of a photo. In the event 

that the right locales were clicked in, the client would be 

authenticated. More successful and worthwhile over the 

alphanumeric password. Although it's another graphical 

secret key verification framework , the framework is 

valuable just on portable stages day and age[2]. 

 

  Traditionally text based passwords are used for 

authentication which have several drawbacks. So as 

result use of graphical password. In this technique, 

Shoulder surfing and the two main issues in Graphical 

passwords. The proposed system reduces the hotspot 

problem. Concept of finger printing and additional 

invisible password input for each point makes system 

more secure. Clicks on each image along with that it has 

to add password which is invisible during login which 

may create problems and unwanted situations sometimes 

to because of invisibility of password [3]. 

 

Graphical password is being  as a promising alternative 

in network security to replace traditional text-based 

password in which users interact with image 

forauthentication  than input alphanumeric stings. In 

general, this image-based authentication can be 

classification  into three categories: click-based graphical 

password, choice-based graphical password and draw-

based graphical password. Secured graphical click-draw 

based user authentication process with usability and 

network security. As it involves drawing based graphical 

password it is very time consuming to settle the 

password therefore increase in complexity and time 

issues [4].  

 

Content watchword frameworks are as pervasive as 

clients who make uncertain passwords. Endeavors at 

instructing clients on making more secure passwords 

through guidance and secret word approach 

implementation have had little achievement. Clients 

negligibly meet secret word necessities and either 

disregard or misjudge watchword creation exhortation 

[8]. There have been numerous propositions for 

enhancing secret key security, for example, PC created 

passwords. Text based watchword in adjusted 

arrangement, comes about demonstrate that the PTP 

varieties essentially enhanced the security of clients' 

passwords. 

III. SYSTEAM ARCHITECTURE 

 
 

 

                      Fig.1 System Flow 

User Authentication 
The name itself suggests User Authentication 

process. In user authentication using clued click points, 

the points which are already settled by users, will be 

asked for further process that means system will ask for 

click points.Then system will compare the points with 

http://www.ijcstjournal.org/


International Journal of Computer Science Trends and Technology (IJCST) – Volume 4 Issue 5, Sep - Oct 2016 

ISSN: 2347-8578                          www.ijcstjournal.org                                          Page 131 

already set points, if correct pattern/point found, then it 

will match with database, if its matched then transaction 

will proceed. If points are not matched with previous 

inserted data then it will not give access to the system. 

 

Graphical Password 
Password in the system is using cued click points 

which uses a particular sequence pattern. If that 

pattern/sequence number cannot be followed by the user 

then system will not premise to go ahead for further 

transaction process. 

 

IV. ALGORITHMS 

 
1) (PCCP)  PERSUASIVE  CUED  

CLICK  POINTS 
PCCP encourages users to select less predictable 

password, and Makes it more difficult to select 

passwords. A precursor to PCCP, Cued Click Points was 

assign to reduce patterns and to reduce the usefulness of 

hotspots for attackers. something  five click-points on 

one image, CCP useing one click point on five different 

images shown in sequence 

 

Since our initial user studies on Pass Points, several 

publications have discussed the issue of "hotspots" in 

Pass Points. Hotspots are areas on the image that users 

are more likely to select; they are tied to the background 

images used, the password selection task (such as have to 

select 5 point on one image), and the degree of user 

choice during password selection. If this phenomenon is 

too strong, the likelihood that attacker can guess a 

password significantly increases. 

 

Security analyses show that it would be possible 

for attackers to discover hotspots and use this 

information to successfully mount an attack against Pass 

Points passwords in a reasonably short time. Thorpe and 

van Oorschot show that dictionary attacker can crack a 

significant number of passwords with a relatively small 

dictionary for Pass Points, using a dictionary based on 

either passwords collect from actual users or likely 

hotspots as determined by automated image processing 

techniques.   Also had some success using automated 

image process to guess Pass Points passwords; see also 

Salehi-Abari et al. Furthermore, Golo fit manually 

categorized different areas of three images based on 

features (e.g., structural,  flat, block edges, commonplace) 

and shows that user-selected click-points cluster within 

the areas of the images categorize as " block edge" or " 

commonplace" based on his allocation scheme. 

 

A preliminary security analysis of this new scheme. 

CCP uses a large set of  Picture that will be difficult for 

attacker to obtain. Hotspot analysis requires proportional 

more effort by attacker, as each image must be collect 

and analyze restrictedly. CCP appears to allow greater 

security than Pass Points because the workload for at 

least some phases of attacking CCP can apparently be 

proportionally increases by develop the number of 

images in the system. As with most graphical passwords, 

CCP is for environments where shoulder-surfing is a 

serious threat. The work presented in this chapter was 

published at ESORICS 2007. 

 

V. FUTURE SCOPE 

In future we can provide the feature of asking from 

the user to enter their number of click points for their 

authentication system. We can provide the difficulty 

levels easy, medium, hard for this password 

authentication system. In future systems other patterns 

may be change for authentication and it may depends on 

graphical objects which is very easy to recall rather than 

text based password. 

 

In future it has incredible breadth. It can be utilized 

wherever rather than content based secret key .We can 

build the security of this framework by expanding the 

quantity of levels utilized, the quantity of resilience 

squares utilized. In a matter of seconds there are 

numerous validation framework yet they have their own 

particular focal points and impediments. Content secret 

word can be hacked effectively with different techniques 

whereas biometric validation can bring about more cost. 

This framework is more secure and shabby than old 

techniques. As well as this framework permits more solid 

and effectively unmistakable framework to the clients. 

As how we have composed over this framework can be 

best contrasting option to the content secret key.  

 

VI. APPLICATIONS  

1. Web driven application.  

2. Mobile lock framework.  

3. Folder locks framework. 

4. Desktop security framework. 

 

VII. CONCLUSION 
Our general goal in this thesis was to increase the 

memorability and security of knowledge-based 

authentication schemes. We focused on click-based 

graphical passwords. We were successful at designing 

innovative schemes that improved memorability and that 

were more secure than existing alternatives. 

 

We emphasize the need for  usability and security 

evaluations because system can significantly impact user 

behavior, sometimes in unexpected ways, which in turn 

can significantly impact the security of a system. 
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